Exporting a remote configuration cert to a (.PFX) file for use with AMT Sample SDK server

STEP1) Find your Remote Configuration Certificate in the Windows Certificate Store and then port it to a .PFX
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STEP2) Export the Certificate

[image: image2.png]Welcome to the Certificate Export
Wizard

This wizard helps you copy certficates, certicate trust
lsts and certicate revocation s From a certficate.
store to your dis.

A certiicate, which s ssued by a certfication authority, is
 confirmation of your dentity and contains nformation
Used to protect data o to establsh secure network.
cannectians. A certficate store i the system area uhere:
certicates are kept.

To continue, cick Next

s ) concel





STEP3) Include the private key

[image: image3.png]Export Private Key
ou can choose to export the private key with the certficate.

Private keys are password protected. I you wank to export the private key with the.
certficate, you must type a password on a later page.

Do you wank t expor the private key it th cetficate?
© e sipart e pate a7

o, donot export the private key

<ok &=





STEP4) Export to a PKCS#12 (.PFX) and make sure to check “include all certificate in the path”.   Make use all other options are not checked.
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STEP5) Type a password (can be simple like “123”)
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STEP6) Enter of pick a file to export to.
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STEP6) Using openssl in the SDK type following command
>openssl pkcs12 -in filename.pfx -out filename.pem –nodes

The command will prompt for the private key password used when exporting

Finally you will have a certificate chain in .pem file format

